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Introduction
The use of Artificial Intelligence (AI) and data analytics in financial services has accelerated 
dramatically in recent years across a range of business functions, from credit assessment and 
risk underwriting to customer communications, marketing, recruitment and hundreds of others. 
As the use of these technologies has become more common, concerns have arisen in many 
jurisdictions about whether decisions taken with the use of AI are being made with sufficient 
fairness, ethical consideration, accountability and transparency.

These principles, identified and unified under the acronym “FEAT” by the Monetary Authority of 
Singapore (MAS) and the financial industry in late 2018,1 underpin the concept of Responsible 
AI (RAI). Industry stakeholders around the world have articulated similar concerns about the 
need for such principles to govern AI and its outcomes. Yet given the relative novelty of the 
technologies, there has to date been little alignment on what actions are needed to promote a 
collaborative, consistent and global adoption of RAI standards.

This was one aim of a roundtable on RAI convened at the 2022 Singapore Fintech Festival (SFF), 
chaired by MAS and Accenture.2 This paper is based on discussions at that roundtable between 
18 expert participants, representing global banks and insurance companies, technology service 
providers and regulators. As the event was held under the Chatham House rule,3 comments or 
points of analysis in this paper are not attributed to specific participants or institutions, except 
where they refer to information already in the public domain.

While there was considerable agreement between discussants on the need for RAI frameworks, 
there were also points of difference regarding the challenges of implementing RAI across 
the industry, the role of different stakeholders in establishing RAI standards, and the steps 
necessary to promote large-scale adoption. As the meeting did not include a formal mechanism 
to establish consensus on any specific issue, this paper presents a range of opinions without 
making concrete recommendations. Conclusions and findings presented at the end of the 
paper are tentative and should not be held to reflect the opinions of any one participant, or the 
publishers of this report.

MAS is preparing to address some of the challenges raised during the discussion. Together with 
Accenture and the Singapore Fintech Association, MAS is working with the industry to promote 
and develop the RAI ecosystem in Singapore.
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Part 1: 
Context of AI & RAI adoption across financial services
The long history of research into artificial intelligence has endured more than one “AI winter”; 
that is, a steep falloff in investment and reduced academic interest in the field. But in recent 
years an AI spring has blossomed across many areas, including financial services. Whether for 
claims processing and underwriting for insurers, credit assessment and customer engagement 
for banks, or marketing and recruitment across the whole industry, the use of AI is increasingly 
pervasive. This is having a direct impact on all stakeholders, from customers to shareholders 
to employees.

What is AI and what is Responsible AI?

The International Organization for Standardization (ISO) defines AI as “an interdisciplinary 
field, usually regarded as a branch of computer science, dealing with models and systems 
forthe performance of functions generally associated with human intelligence, such as 
reasoning and learning.”4  

The term “machine learning”, or ML, is a subcategory of AI whereby, according to one 
definition from the UK’s Financial Conduct Authority (FCA), “computer programmes fit a 
model or recognise patterns from data, without being explicitly programmed and with 
limited or no human intervention.”5

As the Bank of England and the FCA noted in a February 2022 report that summarised 
the findings of a public-private forum on AI in financial services, a “key characteristic of 
AI systems is their capacity for autonomous decision-making”. It added: “This can have 
profound implications for how to govern the technology and its outcomes, including 
ensuring effective accountability and responsibility.”6 

These implications lead directly to the need for Responsible AI (RAI), defined by Accenture 
as “the practice of designing, developing, and deploying AI with good intention to 
empower employees and businesses, and fairly impact customers and society—allowing 
companies to engender trust and scale AI with confidence”.7 

Meanwhile, the Veritas Consortium, a Singapore group of industry leaders and the 
Monetary Authority of Singapore (MAS), notes RAI depends on the application of the FEAT 
principles in AI technology: Fairness, Ethics, Accountability and Transparency.8 
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The COVID pandemic accelerated the adoption of AI by financial services providers. A study by 
the Bank of England (BoE) and the Financial Conduct Authority (FCA) in 2019 found that two-
thirds of financial firms in the UK were using ML in their businesses, although it noted that many 
had only a limited number of use cases.9 

By 2022, though, a follow-up survey found 72% of respondent institutions were using 
or developing ML applications, and across many more business areas. It also found ML 
applications are now more advanced and embedded in day-to-day operations, with 79% of ML 
applications in the latter stages of development. Moreover, the 2022 report found that the trend 
looks set to continue, with the overall median number of ML applications set to increase by 3.5 
times over the next three years.10

Many participants at the SFF roundtable remarked on the accelerated speed of AI adoption. 
Discussants also noted that there has been an acceleration in interest in RAI, particularly given 
the more rapid deployment of MLOps (that is, the set of practices that aim to apply machine 
learning to different applications reliably and efficiently).11 Yet as one technology service 
provider noted, though RAI had been a topic of conversation for many years, financial services 
(FS) providers were moving faster on AI in general than they were on RAI, for which incentives 
were still lacking. 

To be sure, no financial services firm has ever set out to use AI irresponsibly. Yet the nature of 
the risks that the new technology presents means industry players now must pay extra attention 
to ensure AI is being deployed responsibly, in a manner that minimises those risks. That poses 
a challenge to regulators seeking to provide a level playing field, and a clear framework, for the 
safe development of AI-based solutions.

The overall median number of ML 
applications is set to increase by 3.5 
times over the next three years.
Source: BoE and FCA survey, 2022

Part 1: Context of AI & RAI adoption across financial services
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The regulators’ view

With the acceleration of the adoption of AI, regulators now face an inflexion point. Discussants 
at the SFF roundtable representing global regulatory authorities reiterated that they recognised 
the clear benefits of AI technology and were cautious about not blocking innovation, but also 
that they recognised the need to mitigate potential risks, such as where automated and opaque 
decision-making reinforces biases or discrimination. Though such risks are applicable across all 
economies, they are acute in jurisdictions in which vulnerable communities face development 
challenges, where countries often lack data protection laws, let alone AI regulation.

In short, regulators everywhere face the responsibility to allow innovative firms to reap the 
benefits that AI promises, provided that they do so without compromising individuals’ data 
rights, perpetuating or reinforcing inequalities, or risking the arbitrary exclusion from financial 
services of communities through bias and discrimination.

The reality, though, is that regulators operate at a disadvantage, in that they cannot know with 
absolute certainty how AI and ML technologies are being applied by companies at the cutting 
edge – and the readiness of the industry for these developments. For its part, industry also 
cannot predict the direction of travel.

[Innovators are] creating brilliant things. 
We don’t know [everything that] is 
happening; we don’t even know what we 
don’t know. But we know that we don’t 
know a lot.
Panel Discussant

Part 1: Context of AI & RAI adoption across financial services
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Nevertheless, discussants agreed that clarity on regulation is needed as a catalyst for further 
innovation — to establish a level playing field that would allow investment in RAI with clarity 
and certainty. Given the multinational operations of financial services firms, transnational 
co-ordination and regulatory alignment is also a clear priority.12

To be sure, multiple international bodies have already investigated the issue. These include:

•	 A 2017 landmark investigation by the Financial Stability Board (FSB), considering the financial  
stability implications of the growing use of AI and ML in financial services;13 

•	 A 2020 report from IOSCO on the use of AI and ML by market intermediaries and asset 
managers;14

•	 A 2021 study by the Financial Action Task Force (FATF) on opportunities and challenges in the 
use of AI for AML/CFT;15

•	 A 2022 issues paper published by the International Association of Insurance Supervisors 
on the use of big data analytics in insurance, focusing on the fair treatment of insurance 
customers;16  

•	 The issuance by the Basel Committee on Banking Supervision (BCBS) of a newsletter on AI 
and ML in the sector.17 

Then there are complementary national and supra-national initiatives on AI in general that 
have implications across various sectors. These stem in part from a 2019 OECD report setting 
out values-based AI principles and recommendations for policymakers that “focus on how 
governments and other actors can shape a human-centric approach to trustworthy AI”.18 

These tenets were subsequently endorsed by the G2019 and have been used as a starting point 
for numerous national-level principles. At the national level a wide range of different types of 
AI-related publications and guidance notes have been issued, from those covering high-level 
cross-sector principles to consultation papers specifically on AI in the financial sector. Principles 
that specifically target the use of AI in the financial sector have been issued, for example, in the 
European Union, Germany, Hong Kong, the Netherlands, Singapore and the United States.

Notable initiatives on a broader scale, meanwhile, include the European Commission’s adoption 
of a proposal that would harmonise rules on AI in general and that classifies risk levels of 
differing AI systems, from low/minimal risk to high risk and unacceptable risk (the last of which 
would be prohibited).20 The US government, meanwhile, has proposed a blueprint for an “AI Bill 
of Rights” that would enshrine five principles to guide the design and use of AI systems.21 Some 
countries are instituting brand-new regulatory authorities: in January 2022, Spain became the 
first European country to create an AI supervisory agency, for instance.22 

Part 1: Context of AI & RAI adoption across financial services
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Principles rather than prescriptions

Following these extensive preparatory investigations, regulators at the roundtable agreed 
that it is better at this stage of the development of AI to establish principles in collaboration 
with industry players, rather than issue prescriptive rules or prohibitions. Two salient public 
examples of this approach were highlighted.

The first, by the BoE and the FCA, was to establish a public-private forum to discuss the 
implications of the use of AI in financial services.23 The AIPPF brought together academics, 
financial services and fintech firms for a yearlong consultation culminating in a final report, 
published in early 2022.24 The report explored the barriers to adoption, challenges and risks in 
three crucial areas of AI development: data, model risk and governance (see figure 1). 

The second example discussed at the roundtable was the systematic review of RAI undertaken 
by an MAS-led consortium of industry stakeholders in Singapore, the Veritas Initiative. This 
initiative followed the co-creation in 2018 by MAS and the financial industry of the FEAT 
principles, and has the aim of enabling financial institutions to evaluate their solutions that 
are driven by AI and Data Analytics (AIDA) against those principles to strengthen internal 
governance around the application of AI and the management and use of data.25  

Conducted in various phases in collaboration with stakeholders from across the financial 
services industry and academia, Veritas published comprehensive assessment methodologies 
for each of the four principles in February 2022.26 To accelerate FIs’ adoption of the Veritas 
methodologies and principles, the consortium also developed an open-source software toolkit 
that enables the automation of the fairness metrics assessment, and allows for visualisation of 
the interface for fairness assessment and for plug-ins to integrate with an FI’s IT systems.27

Figure 1: AI system

Source: Final report: Artificial Intelligence Public-Private Forum, Bank of England and Financial Conduct 
Authority: https://www.bankofengland.co.uk/-/media/boe/files/fintech/ai-public-private-forum-final-report.

pdf?la=en&hash=F432B83794DDF3F580AC5A454F7DFF433D091AA5

Governance

Data
• Ingestion
• Quality control
• Processing
• Validation
• Monitoring & 
  reporting

Model
• Development
• Validation
• Deployment
• Change management
• Monitoring & 
  reporting

Part 1: Context of AI & RAI adoption across financial services
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One clear finding of such initiatives, the roundtable heard, was the need, from the industry’s 
point of view, for regulatory clarity; not only in terms of prospective new rules, but also as 
regards guidance provided by regulators (such as MAS’s FEAT principles) that may have some 
bearing on the application of AI in financial services. 

In terms of challenges facing FIs in implementing RAI, the UK investigation also found, inter alia, 
that data governance is a particular challenge, given the complex patchwork of data-related 
regulations and the rising use of unstructured or “alternative” data; that model risk is a rising 
issue given the complexity of the inputs and the intricacy of the models themselves (and that 
being able to explain model outputs is vital); and that for governance, the issue of accountability 
is of paramount importance, with the need for a centralised body within firms that should set AI 
governance standards.28  

These issues — data quality, building trust and fairness into increasingly complex AI models, 
and the need for effective governance — form the core of the challenge that financial services 
firms face in adopting and implementing RAI, which was the focus of the second part of the 
roundtable and Part 2 of this paper.

Part 1: Context of AI & RAI adoption across financial services
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Part 2: 
RAI Adoption Journey 1: Current implementation and challenges
As noted in Part 1, the adoption of AI in general in financial services has accelerated dramatically 
in recent years. Banking industry discussants at the SFF roundtable described the increasing 
adoption of AI and ML in three principal areas. First, in delivering innovative products and services, 
and in speeding up the delivery of those services (through, for instance, the use of technologies 
like facial recognition). Second, in cybersecurity — protecting customers’ money and data, and 
preventing financial crime. And third, in helping benefit society through applying AI in reaching 
sustainability goals — helping close data gaps, for example.

Within these broad categories, the number of functional use cases is growing quickly: recent 
research by the BoE and FCA found customer engagement and risk management to be the two 
areas with the most ML applications (accounting for 28% and 23% of all applications respectively). 
In third place, though, was the “miscellaneous” category, covering a broad range of functions from 
HR to legal departments — illustrating the breadth of potential use cases across any business.29 
One roundtable attendee spoke of having 260 use cases across their organisation.

When it comes to the adoption of Responsible AI, as opposed to AI in general, the picture is less 
clear. A straw poll conducted at the roundtable found that 27% of attendees’ institutions were at 
“Stage 1” in the process of implementation; that is, they were at the “wait and see” stage, having 
investigated RAI though with no applications yet rolled out. 

A further 19% were at Stage 2, which meant they were undertaking internal discussions on use 
cases and budgeting. Another 30% were at Stage 3, in that they were preparing to implement 
RAI and had set up the necessary policies and governance frameworks to do so. Finally, 24% 
were at Stage 4, which meant they have already implemented and enforced RAI.

Figure 2: RAI rollout stage 
Source: Audience poll, SFF roundtable, November 2nd 2022
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Decision-making challenges:  
Balancing risk and reward in an accelerating race

The sheer range of potential applications underscores, too, the first challenge of RAI adoption: 
deciding where to act, and how to balance the opportunity and risk of doing so in a rapidly 
changing environment. Each AI use case is different, as are the risks of failing to ensure RAI 
principles are adequately factored in. 

At the heart of any decision is an ethical deliberation about whether data should be used, 
even given consent and compliance with applicable regulations. In many cases the potential 
benefits for end-users will justify the risks of allowing the data to be used: anyone using 
Google Maps, for example, is prepared to sacrifice location data privacy for the convenience of 
the service it offers.

Even with such implied consent, in each use case, discussants said, questions must be 
answered around whether the institution is using the correct data; whether that dataset 
contains biases and, if so, how that might affect outcomes; whether the outcomes are being 
analysed fairly; and in what manner ethics should be applied in each of these considerations. 

The result is the need to judge the opportunities and risks finely: mistakes risk undermining 
customers’ trust, while inaction might jeopardise the interests of other stakeholders, such as 
shareholders. This means assessing the materiality of the use case versus the effort required in 
mitigating associated material risks: naturally the higher the risk, the higher the effort required, 
but balancing these for investment decision-making is not straightforward.

Part 2: RAI Adoption Journey 1: Current implementation and challenges
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It’s this uncertainty, that we get too far ahead 
of this new regulatory regime. And then 
[regulators] come in and say... ‘We decided 
that we shouldn’t do it that way.’ That’s one 
of the big hesitations.

Financial Services Executive

This is partly because the risks of error may have society-level implications. An incorrectly 
calibrated AI underwriting model, for instance, could lead to premiums rising for everyone 
— and in the extreme, the breakdown of the concept of sustainable risk-pooling. Or, to take a 
notorious example, gender inequities have been reinforced by the skewing of many datasets 
towards men in fields as diverse as economics, healthcare, education and public policy.30 The 
need for a clear and responsible understanding of risks like these is therefore enormous.

The issue is exacerbated by the fact that though regulators in different jurisdictions might 
profess similar RAI principles, in practice they may look at different things as they are applied in 
specific use cases. Definitions vary across jurisdictions, too, not just for AI and ML but for what 
responsibility means — and to whom. 

Financial firms face responsibility to customers primarily, specifically by providing services 
equitably across society, but also employees, including the data scientists who might be held 
responsible if their solutions lead to unintended adverse consequences or contravene rapidly 
changing regulations. FS firms are also responsible to their business partners in the AI service 
supply chain, which rely on the data provided to them but might not have sufficient control over 
its provenance or quality. 

In short, standards of responsibility are evolving almost as quickly as the technology. This amplifies 
concerns about whether there is a level playing field for financial firms compared to those employing 
AI in other industries — if the thresholds in finance are too high to allow for innovation.

“It’s happening faster than we can keep up with,” one industry executive said, summing up 
these crosscutting issues. “It’s this uncertainty, that we get too far ahead of this new regulatory 
regime. And then [regulators] come in and say… ‘We decided that we shouldn’t do it that way.’ 
That’s one of the big hesitations. But I don’t think anybody can afford to wait, we just have to go.”

Part 2: RAI Adoption Journey 1: Current implementation and challenges
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Governance challenges:  
Embedding RAI in the organisation

Assuming ethical and opportunity-cost considerations are resolved on whether to proceed, 
discussants at the forum agreed that implementing RAI carries operational challenges 
throughout project lifecycles. 

Consequently, two related points garnered broad agreement: that RAI principles needed to 
be embedded in the organisation and that the concept of RAI in general could not be a bolt-
on, separate activity. As one discussant noted, “It needs to be part and parcel of [the roles 
of] everyone who’s involved, whether it’s a product person coming up with a use case, a data 
scientist, or a governor; all of them have to have this view of their responsibility.”

Throughout, this requires clear oversight at senior levels, which in turn raises questions 
about the kind of background and training required of people in decision-making roles: an 
understanding of data science and the technology to be deployed is necessary to grasp 
dependencies and operational risks. Senior executives and board members still need education 
in this regard, while a pipeline of relevant talent is needed to be able to incorporate RAI tools as 
part of the “operating DNA” of the firm.

At the more granular level, the practical aspects of rolling out AI solutions face model and 
governance challenges of the kind identified in the consultations carried out by the BoE and the 
FCA, as well as by MAS. Without adequate maintenance in human and AI operations, AI models 
cannot be used safely: in the pre-production phase, risks need to be clearly explained to enable 
informed sign-off.

Concerns over the RAI principles of interpretability and explainability down the chain is another 
concern. The characteristics and parameters of models that take decisions or make predictions 
must be clear to internal teams in the compliance and risk functions, who must be able to 
interrogate them. 

Difficulties explaining AI solutions to end-users is also giving some financial services executives 
pause. It is not simply a matter, for instance, of revealing the degree of precision or confidence 
with which AI models might make predictions. Something that is right 73% of the time will be 
wrong 27% of the time and the impact of being wrong is not clearly understood, since the risk 
of a false positive may outweigh that of a false negative. Weather reports are a good analogy: 
though a model might report only a 10% chance of rain, the human forecaster might report this 
as 25%, since end-users’ anger at getting wet would probably exceed their irritation at having 
carried an umbrella for no reason.

As one executive put it, “I think the hesitation is that we’re not sure that our end-users are as 
prepared as they need to be to really understand what these models are telling them.”

Part 2: RAI Adoption Journey 1: Current implementation and challenges
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Investment challenges:  
Explaining RAI in terms of ROI

While the impetus for RAI is moral and ethical, companies must still justify business decisions 
in terms of return on investment. As such, one key challenge is ensuring data scientists and 
business decision-makers can speak the same language.

Currently, according to a technology services provider discussant, decision-makers are still 
likely to see RAI as an additional step in the workflow or an extra piece of technology. Ultimately, 
though, the explanation can be made in terms of improving customer experience — by 
ensuring, for instance, that no groups of potential customers are unfairly excluded. Or that by 
being open and transparent as a matter of “hygiene” will yield benefits in terms of increased 
trust scores, and the greater likelihood of appealing to privacy- and data-rights-conscious 
millennial or Gen Z customers. That, ultimately, could be a differentiating commercial factor, 
rather than a net expense.

Ultimately, the kinds of risks and concerns that discussants noted must be addressed for RAI 
to be adopted on a large scale. The means to do that was the subject of the third part of the 
roundtable, and Part 3 of this paper.

Part 2: RAI Adoption Journey 1: Current implementation and challenges



Responsible AI in Financial Services: Foundations and Future 16

Part 3: 
RAI Adoption Journey 2: Steps to promote large-scale adoption 
Ensuring the consistent, global adoption of RAI in FS requires that players undertake a mix of 
short-term and long-term steps across the following pillars: 

•	 Building RAI foundations through standardisation (and potentially incorporating an 
open-source ecosystem for toolkits); 

•	 Training and accreditation schemes; 

•	 Widespread advocacy.

For the FS sector itself, participants in the SFF roundtable heard that the first step is to set out 
the principles or general rules that factor in the specific uses that apply to this industry. After 
all, FS firms and regulators cannot use the same set of RAI principles as might apply with, for 
instance, medical information or HR processes. 

To be sure, there is as yet no global consensus on the best way to ensure the adoption of these 
RAI principles. Nevertheless, firms and regulators in some jurisdictions have concluded that the 
next step is to translate those principles into standards that articulate what is required in areas 
like internal governance, machine-learning operations and communicating with customers, and 
that the final step would then be to develop the tools to implement those standards.
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The need for standardisation

A central challenge is that it will prove highly difficult to get the world’s regulators to agree to a 
single set of rules. For that reason, discussants said, it would be logical to create an overarching 
framework that covers, say, 90 percent of an RAI approach, with individual regulators and 
central banks working with industry to refine the remaining 10 percent to match local needs. 
That would culminate in a local standard.

In this way, regulators in different countries that have different skills and needs can sign up to an 
overarching framework, which they can tailor to a standard that best fits their requirements. The 
benefit of such an approach is that it would see the majority of countries follow a similar RAI path.

That is not the case currently. There are various frameworks under discussion in different 
forums, and about 60 countries have made more than 700 AI policy changes in recent years, 
one discussant estimated. Additionally, new metrics are devised on a regular basis, which 
adds to the complexity. Managing this across a range of regulators that are operating bespoke, 
unharmonised systems is extremely challenging and leads to fragmentation. 

While it makes sense, then, to harmonise regulations (including with other relevant data-related 
standards), doing this successfully requires considering how to translate from principles to practice.

It is useful to consider this starting point: RAI will at some point use personal data as inputs, one 
regulatory participant noted, so adopting a customer’s perspective is optimal when considering 
the best approach, with this underpinned by principles, standards and verification. 

Importantly, standardisation covers more than techniques: standardisation around processes is 
also crucial — particularly embedding this in areas like, for instance, the data-science workflow.

An additional complication is that creating an RAI approach means adapting legacy systems. 
While it is logical to bring in a data science team to build best-in-class RAI models, these might 
then run on a mainframe that operates a much older, less flexible programming language. 
Consequently, firms need to know how these interact — for instance, how the RAI model ingests 
data from the database. Ultimately, this requires demystifying often-complex legacy systems.

Part 3: RAI Adoption Journey 2: Steps to promote large-scale adoption
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Don’t wait for perfect harmony

In short, firms face an uphill battle to create RAI approaches that are fit for purpose, which is 
why discussants expressed doubt that this could wait for harmonisation. As one put it, although 
“regulation is absolutely necessary, we do not have a level playing field, and many of the 
countries in which we operate don’t have this regulation”. The inevitable question is how, in the 
interim, firms can deploy AI tools that are responsible. 

[Although] regulation is absolutely 
necessary, we do not have a level playing 
field, and many of the countries in which 
we operate don’t have this regulation.

Financial Services Executive

“ “
One route could be to take the open-source approach, on the grounds that — as Professor 
Lawrence Lessig wrote two decades ago — “code is law”.31 In this way, the RAI industry could 
piggyback on developments in the open-source community to ensure more robust systems are 
made more broadly available, with the principles and standards embedded in the code. Broadening 
the scope for people to contribute to RAI systems could drive more widespread adoption.

Positive though that could be, regulators say the problem is that open source cannot be 
adapted for hundreds of different use cases. Instead, each must be considered separately, 
which means open source does not provide a short cut to success. 

And while regulators acknowledged the need for greater cooperation with the FS industry, they 
have their own views about which use cases are more important from a supervisory perspective. 
Because a standard cannot cover every one of the dozens of use cases, both sides could start 
by working together to identify the most important.

Additionally, there needs to be agreement on various parameters and their relative importance. 
For instance, what fairness metrics should be extracted for this particular use case? Or what 
is the stress test for a particular kind of externality? Currently, regulators and academics lack 
answers to these aspects, and deriving those will require a joint effort by all parties.

Part 3: RAI Adoption Journey 2: Steps to promote large-scale adoption
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Understanding the impact on attempts to standardise rules of different use cases, one industry 
discussant said, demonstrated the importance of starting by prioritising the most crucial uses. 
“Clearly, we can’t do hundreds of use cases, although with overarching principles we could find 
some common ground,” they said. 

In addition, the discussant said, there should be a greater focus on fairness, which is often 
missing from existing metrics which focus more on business KPIs. Linked to this, those involved 
should also take responsibility for figuring out how to translate data science performance into 
business and risk implications that affect the end-customer and other stakeholders — which, 
while it might not be done most practically as part of a standard, could at least be emphasised as 
a principle.

Such an approach chimes with the need to balance the risk and reward of the steps taken, and 
to avoid being overly prescriptive. Ultimately, as another discussant said, success will stem from 
the skills of the individuals who develop, maintain and assess the AI solutions, and the talents 
they bring to that task.

Education, talent and certification

In an area as new as RAI, it is inevitable that there is a shortage of skills and talent. Closing 
this starts by recognising the difference between AI and RAI, noted one industry discussant. 
The skills needed for AI, they said, typically revolve around analytics, machine-learning and 
deep-learning, whereas those needed for RAI also include policies, standards, governance, its 
business impact and its impact on the real world — all of which must be factored in.

In short, success in the RAI sphere requires that you must be able “to write Python and also 
write policy — and you need everything in between to be effective in RAI”. And while the 
industry is not yet facing a crisis in RAI skills, discussants said (not least down to the relatively 
low scale of AI adoption compared to other historical technologies), that could yet arise.

Success in the RAI sphere requires that 
you must be able “to write Python and 
also write policy”.

Financial Services Executive

Part 3: RAI Adoption Journey 2: Steps to promote large-scale adoption
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Closing these gaps requires an array of different training criteria, the SFF audience heard. First, 
data scientists need to learn the process of engineering where responsible metrics are being 
used. And more is needed to deal with the lack of translators: those staff who understand the 
data scientist’s world and the business world, and who can bridge the two. One shortfall is a lack 
of materials and education for translators, whether they are product managers or those who 
work alongside data scientists.

Over time, as the various business metrics employed evolve, there will also be a need to 
translate those into measurements that are meaningful for non-specialist staff, including those in 
the C-suite. There will also be a need for education on how techniques are applied and on how 
standardisation fits into the broader picture. 

Additionally, firms need to establish ongoing responsibility and create a risk culture that fits RAI 
models. One industry discussant said there is an erroneous belief that RAI models are already 
compliant, pre-production. Yet responsibility does not end at production, they said, and models 
must be assessed for gaps that can affect performance, including whether the code is written to 
comply with production architectures.

Creating the right risk culture starts at the pre-production stage by examining the true 
dependencies for success. Although the last decade has been about experimentation, today, 
as RAI moves into practice, real business value and risks must be sustainable. Teams that build 
RAI models must ensure they are not misled into thinking naively that what they have created is 
production-ready. 

Away from those directly involved in crafting RAI solutions, it is also crucial that others – from 
the C-suite to staff, and from customers to the general public – understand the implications of 
RAI. Education is vital for mass-scale roll-out, discussants noted, including at the university level 
to ensure professional trainers at tertiary institutions have the relevant training knowledge. 

Ultimately, all stakeholders will need to be involved to ensure education is sufficient in this 
regard. Financial institutions called for RAI to be part of academic training, “[so] we would be 
able to raise the next generation of people who actually embed Responsible AI into the way 
that they do things”. Regulators, for their part, said they would need to hear from financial 
institutions about the internal training they require, “then we will find the experts to design the 
curriculum for you”. 

Part 3: RAI Adoption Journey 2: Steps to promote large-scale adoption
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Conclusion, suggested solutions & key findings 
As the adoption of AI accelerates, and as interest in RAI climbs, it is timely that institutions 
around the world are working to ensure AI is used responsibly – that AI systems, which are 
characterised by their “capacity for autonomous decision-making”, as the BoE and FCA stated in 
their 2022 report32, operate fairly, ethically, and with accountability and transparency.  

As Accenture has pointed out, this requires taking the route of “designing, developing, and 
deploying AI with good intention to empower employees and businesses, and fairly impact 
customers and society—allowing companies to engender trust and scale AI with confidence”.33  

However, aligning on how best to drive large-scale adoption has to date proved challenging 
for a range of reasons, including a lack of regulatory clarity, insufficient understanding across 
the board about the steps to take, a plethora of competing frameworks, the roles different 
stakeholders should play in establishing RAI standards, and a lack of incentives for RAI adoption.

While regulators recognise the benefits of AI technology, they are also cognisant of the need 
to tackle potential risks, including that automated and opaque decision-making can reinforce 
biases and discriminate against people – and particularly against vulnerable communities in 
jurisdictions facing development challenges, which might lack more basic laws for related 
areas like data protection. It is also the case that the industry is unable to predict exactly how 
organisations will apply AI and ML technologies, making it harder to devise suitable rules.

The balancing act for regulators is to allow innovation in AI and RAI while ensuring individuals’ 
data rights are respected, and that people and communities are not discriminated against or 
excluded from access to financial services. 
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To that end, the roundtable heard that the following aspects can help to increase RAI adoption:

•	 Regulations that are clear and aligned: this would act as a catalyst for further innovation, 
create a level playing field, and ensure RAI-related investments could be made with certainty.

•	 Coordination across jurisdictions, and greater cooperation among stakeholders. 

•	 Integrating RAI into corporate operations (rather than considering it as a bolt-on), and 
creating a culture that ensures Responsible AI by design — including embedding it in the 
curricula of tertiary institutions, and educating corporate staff on RAI (including the C-suite 
and all business lines) and provide relevant training for decision-makers.

•	 Ensuring that data scientists can link with the business more broadly so that their work is 
harmonised with corporate needs and goals, and meets guidance such as the FEAT principles. 

One element currently lacking in terms of a successful roll-out of RAI is regulation. A clear 
message from discussants at the 2022 SFF roundtable is that industry requires guidance in 
terms of specific standards and protocols that will allow it to map a path forward. 

In this way, firms could strike a balance between governance needs and innovation, and apply 
their innovation skills to ensure they practice Responsible AI from design — and even prior 
to design. This could and should include the use of sandboxes to design and test solutions 
effectively and safely.

Given the global nature of RAI and its challenges, and given the variety of needs in different 
jurisdictions, a framework agreed by all (or most) participants would constitute an important 
step. Such a framework could be finessed by regulators to take account of local requirements, 
ensuring that while specifics varied between countries, the overall approaches and tenor would 
be broadly similar.

In this way, standardisation would be placed front and centre of a global RAI approach. 
That would also help to propel a linked issue: improved collaboration between industry and 
regulators for specific use cases, which is highly likely to happen and particularly if there can be 
agreement on basic open-source standards.

Last and not least, much more education is needed in firms and training establishments, 
including institutes of higher learning, to ensure staff working in the many areas where RAI 
will increasingly be applied are sufficiently skilled. In this way, the work done on RAI will be 
integrated into a machine-learning lifecycle – rather than it being added as an afterthought – 
with each person involved fully aware of their responsibilities.

Conclusion: Suggested Solutions & Key Findings 
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